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	Reason for change:
	Clarify the audience claim of Client Credentials Assertions (CCAs) and align the definitions between stage 2 (TS 33.501) and stage 3 (TS 29.500).

There is a difference between
1.The NF type of the NF Service Producer, and
2.The NF type “NF Service Producer”.
With 1. (current TS 29.500), the audience can be e.g. “AMF” (or rather, an array with the single entry “AMF”). 
With 2. (current TS 33.501), the audience can be “NF Service Producer” (i.e. an array with one entry which is the string “NF Service Producer”)

Please check S3-212760 DP for more information.

	
	

	Summary of change:
	Update the clause 13.3.8.2	to clarify that the NF type of the expected audience is the type "NRF" and/or the NF type of the NF Service Producer.
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*** BEGIN CHANGES ***
[bookmark: _Toc45028843][bookmark: _Toc45274508][bookmark: _Toc45275095][bookmark: _Toc51168353][bookmark: _Toc82095896]13.3.8.2	Client credentials assertion
CCAs shall be JSON Web Tokens as described in RFC 7519 [44] and are secured with digital signatures based on JSON Web Signature (JWS) as described in RFC 7515 [45].
The CCA shall include:
-	the NF instance ID of the NF Service Consumer (subject);
-	A timestamp (iat) and an expiration time (exp), and
-	The NF type of the expected audience (audience), i.e. the type "NRF" and/or the NF type of the NF Service Producer, "NF Service Producer", or "NRF" and "NF Service Producer".
The NF Service Consumer shall digitally sign the generated CCA based on its private key as described in RFC 7515 [45]. The signed CCA shall include one of the following fields:
-	the X.509 URL (x5u) to refer to a resource for the X.509 public key certificate or certificate chain used for signing the client authentication assertion, or
-	the X.509 Certificate Chain (x5c) include the X.509 public key certificate or certificate chain used for signing the client authentication assertion. 
*** END CHANGES ***



