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****** START OF CHANGES
[bookmark: _Hlk88517258]4.2	Security at the perimeter of the 5G Core network
[bookmark: _Toc82090754][bookmark: _Hlk88516671]
4.2.0	General
The security specified in this document applies to both roaming and PLMN interconnect.
[bookmark: _Hlk88086294]Editor's Note: check full specification on removing references to roaming unless specific to roaming. 

4.2.1	Security Edge Protection Proxy (SEPP)
The 5G System architecture introduces a Security Edge Protection Proxy (SEPP) as an entity sitting at the perimeter of the PLMN for protecting control plane messages. 
The SEPP enforces inter-PLMN security on the N32 interface.
[bookmark: _Toc35528363][bookmark: _Toc35533124][bookmark: _Toc45028466][bookmark: _Toc45274131][bookmark: _Toc45274718][bookmark: _Toc51167975][bookmark: _Toc82090755]4.2.2	Inter-PLMN UP Security (IPUPS)
The 5G System architecture introduces Inter-PLMN UP Security (IPUPS) at the perimeter of the PLMN for protecting user plane messages. 
The IPUPS is a functionality of the UPF that enforces GTP-U security on the N9 interface between UPFs of the visited and home PLMNs.
NOTE: 	IPUPS can be activated with other functionality in a UPF or activated in a UPF that is dedicated to be used for IPUPS functionality (see also TS 23.501 [2], clause 5.8.2.14).  
[bookmark: _Toc19634556][bookmark: _Toc26875614][bookmark: _Toc35528364][bookmark: _Toc35533125][bookmark: _Toc45028467][bookmark: _Toc45274132][bookmark: _Toc45274719][bookmark: _Toc51167976][bookmark: _Toc82090756]4.3	Security entities in the 5G Core network
The 5G System architecture introduces the following security entities in the 5G Core network:
AUSF: 	AUthentication Server Function;
ARPF: 	Authentication credential Repository and Processing Function;
SIDF:		Subscription Identifier De-concealing Function;
SEAF:		SEcurity Anchor Function. 
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